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OFFICE OF TREASURY INSPECTOR GENERAL

FOR TAX ADMINISTRATION

DATE:  April 1, 2001


CHAPTER 400 – INVESTIGATIONS

(400)-390     Remittance Test Type Investigations 

390.1   Overview. 

Local Investigative Initiatives (SI-Remittance Test) probing potential thefts of taxpayer remittances from IRS or lockbox facilities are also called  "Mail Tests," and the "Service Center Remittance and Document Processing Test Program".  The purposes of these investigations are:

· To test the various processing systems at IRS service centers, field offices and lockboxes to assure that negotiable remittances, e.g. cash, money orders made out in blank, returned refund checks, received are not being fraudulently diverted

· To identify any control weaknesses that jeopardize the protection and safeguards over revenues received

The remittance test program is:

· A continuous activity conducted throughout the year at each service center, lockbox or field office

· A test of such activities as extraction, teller, slicing, candling, clearing and deposit, handling of returned refund checks, etc.

· Conducted by TIGTA-OI

Request advice from TIGTA-OA as to problem areas, control weaknesses, etc., disclosed by program reviews, and to participate in any necessary research and planning.

These guidelines are intentionally basic in nature due to the variations in operating practices among service centers, lockbox and field offices.  Use good judgment, common sense and imagination when conducting remittance tests.

390.1.1   Acronyms Table. 

390.2   Investigation Initiation Procedures. 

The SAC’s are responsible for establishing a test program schedule.  

· Scheduling of such tests should cover the whole year at different times of peak and non-peak filing periods.

· Avoid use of a stereotyped schedule.

Initiate a Local Investigative Initiative (SI-Remittance Test) on PARIS using the “Financial Fraud” Profile and the appropriate violation code relating to “Theft/Embezzlement – of Tax Remittance…”.  Title it under the designation of the service center, lockbox or field office being tested.

390.2.1   Assignment.   Assign Local Investigative Initiatives (SI-Remittance Test) to S/A’s with experience in conducting remittance tests.  Assign S/A’s lacking such experience to assist the case S/A for training purposes.

390.2.2   Investigative Procedures.   Exercise imagination and innovation when conducting remittance tests to determine how test documents can be inserted into, controlled, and recovered from the workflow.

Notify the appropriate IRS official or other appropriate management official for non-service center operations shortly before the test.  Advise management to restrict such information to as few persons as possible.  Generally, in service centers or field offices, it is necessary to enlist the aid of supervisors of the units being tested for introduction, control and recovery of test documents.

· Choose test documents, such as cash remittances, conscience letters, etc. to fit the particular processing section to be tested.

· Remittances can be in the form of cash, money orders, or refund checks.

· Input test documents into the procedure so they are processed prior to a work break or lunch.

· Ordinarily, process only one test item through an individual during a test.

390.3   Documentation of Remittance Test. 

Document on Form OI 2028-M each remittance test conducted. 

Record all denominations and serial numbers of US currency or money orders used.  This will help deter possible court challenges to the currency / money order identification.

390.4   Unrecovered Remittances. 

If a remittance is not recovered:

· Consider the possibility of innocent error or erroneous handling of the test document

· Make prior arrangements to conduct surveillance of the suspect employee or to temporarily detail the employee in another part of the service center, lockbox or field office.

· Prior to searching any area, the S/A should determine whether the employee has a reasonable expectation of privacy in the area to be searched.  If the employee has a reasonable expectation of privacy in the area to be searched, the S/A needs to either obtain consent or a search warrant.

390.5   Procedures When Theft Is Suspected. 

During any searching, use another S/A as a witness.  When there is probable cause to suspect a person, the S/A should attempt to obtain consent to search from the suspect. A consent search of a person who is not under arrest does not preclude successful prosecution if evidence of a theft is found.

If consent is obtained, conduct the search and utilize the ultraviolet lamp, if USAO guidelines allow.  Case law concerning the use of ultraviolet light in searches differs in various judicial districts.  In view of this fact, establish liaison with the local USAO prior to conducting remittance tests to ascertain guidelines regarding the use of ultraviolet light, conducting searches, effecting arrests, etc.

If an employee does not consent to a search of his or her person, then one cannot be undertaken unless it is incidental to an arrest or a search warrant is obtained. Contact the local USAO for guidance.

Before any questioning use another S/A as a witness.  When there is probable cause to suspect a person:

· Contact local USAO for guidance

· Advise the subject of their Constitutional rights against self-incrimination.

If the employee admits to the theft: 

· Include questioning that covers any other thefts.

· Obtain an affidavit including a full statement as to advisement of rights, waiver of rights and consent to search, if applicable.

390.6   Theft Identified. 

Initiate an Employee (Conduct) Investigation using the “Financial Fraud” Profile and the violation code  417 - Theft/Embezzlement – of Tax Remittance from IRS Facility when a theft occurs and an employee is identified as the likely suspect.  Refer the facts concerning any investigation disclosing a theft and suspect immediately to the USAO or an appropriate person in the DOJ for a prosecutive opinion.

If a lockbox employee is identified as the likely suspect, initiate a Non-employee (SI-NE) Investigation using the “Financial Fraud” Profile and the violation code 416 -  Theft/Embezzlement – of Tax Remittance from Lockbox Facility.  Refer the facts concerning any investigation disclosing a theft and suspect immediately to the USAO or an appropriate person in the DOJ for a prosecutive opinion.  See Section 280.8.2 of this Chapter for information regarding thefts or embezzlements at lockboxes.

390.7   Uncontrolled Remittance Tests. 

Uncontrolled remittance tests, sometimes referred to as “blind” tests, may be conducted by submitting or sending a letter with incomplete taxpayer information and cash or a blank money order.  If properly processed through the service center, lockbox or field office, such remittances should end up posted in the Unidentified Remittance File.

· Use odd dollar amounts to aid identification of unidentified remittance funds.

· The SAC Field Division or designee, but not lower than an ASAC, determines the dollar amounts of the remittance tests, not to exceed $500.

· Account for funds used in these tests, which are posted to the Unidentified Remittance File and are not recovered, as expended from the imprest fund, in accordance with Chapter 600, Management Services, Section 50.11.3 of the TIGTA Operations Manual. 
“Blind'' tests can and should be run through small POD's.  There is no control in these tests and, in the absence of a cooperating employee, time will lapse before it is known whether test funds are turned in to the cashier or ultimately posted to the Unidentified Remittance File.  Any loss of test documents or remittances indicates a possible problem in the post of duty and calls for additional controlled testing.

390.8   Funds in the Unidentified Remittance File. 

Money submitted through the system to the Unidentified Remittance File may remain there for up to one year prior to its transfer to the Excess Collection File.  Follow-up through IDRS to ascertain the continued existence of the test money in the Unidentified Remittance File.  Any movement of the test money, other than through chance clerical error, would be an indication of unauthorized or illegal activity.

390.8.1   Monitoring Funds in the Unidentified Remittance File.   If an uncontrolled remittance test is conducted, close the Local Investigative Initiative (SI-Remittance Test) once all monitoring and tracing of the money is completed.

390.9   Imprest Funds in Remittance Tests. 

Use the investigative imprest fund to obtain all moneys used in conducting remittance tests.  See Chapter 600, Management Services, Section 50.11.3, of the TIGTA Operations Manual for procedures regarding investigative imprest funds.  The following procedures apply:

· Return test money, which is properly processed and recovered, to the imprest fund.

· Handle as special moneys any test money being held as evidence.

· Money held as evidence is reported on Form OI 141 at the time of seizure and is accounted for to the investigative imprest fund as having been expended.  When prosecution is declined or the judicial process is terminated prior to trial, dispose of the money.  After trial or final court action, retrieve money admitted as evidence in court and process.  See Chapter 600, Management Services, Section 50.11.8.5, of the TIGTA Operations Manual for guidance regarding investigative imprest fund. 
Note:  Form OI 141 is not required to report that test money was released to the court for trial.  Accountability during such time is documented through evidence log entries.

· Any test money not recovered within 48 hours, or allowed to proceed into the IRS system and left there for future follow-up, will be accounted for in the imprest fund as having been expended.

390.10   Employee (Conduct) Investigation Initiation from Remittance Tests.
When a test develops a definite suspect, initiate an Employee (Conduct) Investigation using the “Financial Fraud” Profile and violation code 417 - Theft/Embezzlement – of Tax Remittance from IRS Facility.  Document in the Local Investigative Initiative (SI-Remittance Test) ROI that the loss of a remittance was investigated in the Employee (Conduct) Investigation.  Cite the Employee (Conduct) Investigation number in the Local Investigative Initiative (SI-Remittance Test) ROI. 

390.11   Report of Investigation Format. 

Report test results on Form OI 2028 following the instructions in Section 250.7 of this Chapter.  The report should contain:

· The identity of the persons tested

· The IRS service center, lockbox or district office work unit tested

· Identification of operating personnel who assisted

· A brief explanation of how the test documents were put into the work flow and recovered

Note:  It is not necessary to attach copies of IRS documents reviewed.  List specific details concerning preparation of documents or remittances on Form OI 6501.

Send the original case report to:

· TIGTA-Headquarters Office

1125 15th Street, NW, Room 700A, IG:I:CMD

Washington, DC 20005
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